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| **网络安全事件管理和应急响应法规依据** |
|  |
|  |
|  **一、中华人民共和国突发事件应对法** 《突发事件应对法》自2007年11月1日起施行，是一部规范突发事件的预防准备、监测与预警、应急处理与求援、事后恢复与重建等应对活动的重要法律，对于预防和减少突发事件的发生，控制、减轻和消除突发事件引起的严重社会危害，保护人民生命财产安全，维护[国家安全](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655130361&idx=3&sn=be5a7e5a7f71e2e9634ad050543491ec&chksm=bc858f168bf206000444b22be09296ba2c25551c907e004b9c0541604f571dcb7bd791121f46&scene=21#wechat_redirect)、公共安全、环境安全、社会安全和社会秩序具有重要意义。 《突发事件应对法》的基本内容如下。 **1、什么叫突发事件** 突发事件是指突然发生，造成或者可能造成严重社会危害，需要采取应急处置措施予以应对的自然灾害、事故灾害、公共卫生事件和社会安全事件。突发事件的内涵主要有以下 4方面：① 突发事件具有明显的公共性或社会性；② 突发事件具有突发性和紧迫性；③ 突发事件具有危害性和破坏性；④ 突发事件必须借助于公权力的介入和动用社会人力、物力才能解决。 **2、突发事件的分类和分级** **（1）分类** 按照突发事件的性质、过程和机理的不同，将突发事件分为4类，即自然灾害、事故灾害、公共卫生和社会安全。 自然灾害：主要包括水旱灾害、气象灾害、地震灾害、地质灾害、海洋灾害、生物灾害和森林草原火灾等。 事故灾害：主要包括工矿商贸等企业的种类安全事故，运输事故，公共设施和设备事故，环境污染和生态破坏事件等。 公共卫生事件：主要包括传染病疫情，群体性不明原因疾病，食品安全和职业危害，动物疫情，以及其他严重影响公众健康和生命安全的事件。 社会安全事件：主要包括严重危害社会治安秩序的突发事件。 **（2）分级** 突发事件按照社会危害程度、影响范围、性质、可控性、行业特点等因素，将自然灾害、事件灾害、公共卫生事件分为特别重大、重大、较大和一般四级，分别用红色、橙色、黄色和蓝色表示。 **3、突发事件的预防和应急准备** **（1）突发事件应急预案** 突发事件在时间上是突发生的，为在关键时刻最大限度地减少损失，必须反应迅速，协调一致，及时有效地采取应对措施。为此，必须在平时制定完备的预案，而预案是为了完成某项工作任务所作的全面的、具体的实施方案。 **（2）应急管理** 应急管理是指对已经发生的突发事件，政府根据事先制定的应急预案，采取应急行动，控制或者消除正在发生的危机事件。减轻危机带来的损失，保护人民群众生命和财产安全。 **（3）突发事件应急培训和演练** 主要是培训应急管理所需的知识和技能，其目的一是提高各级领导的应急指挥决策能力是科学应对突发事件的关键；二是增强政府及其部门领导干部应急管理意识，提高统筹常态管理与应急管理、指挥处置应对突发公共事件的水平。 **（4）突发事件应急保障** 突发事件应急保障主要是经费保障、物资保障和信息保障。 **4、突发事件的监测和预警** **（1）突发事件的信息与监测** 监测是预警和应对的基础，为了有效地应对突发事件，必须及时掌握有关信息，对可能发生的自然灾害、事故灾害、公共卫生事件的各种现象进行监测。 **（2）突发事件的预警** 所谓突发事件预警，是指在已经发现可能引发突发事件的某些征兆，但突发事件仍未发生前采取的措施。建立健全预警制度的目的在于及时向公众发布突发事件即将发生的信息，使公众为应对突发事件做好准备。 **5、突发事件的应急与求援** 突发事件发生后，针对其性质、特点和危害程度，立即组织有关部门，调动应急救援队伍和社会力量，依照相关规定采取应急处置措施。 **二、中华人民共和国网络安全法** 现实社会中，出现重大突发事件，为确保应急处置、维护国家和公众安全，有关部门往往会采取交通管制等措施。网络空间也不例外。[网络安全法](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655113238&idx=4&sn=7a6aeba5889cedfd8cd21ca949ce6dbb&chksm=bc864df98bf1c4efdc987d135c7571718de3351fdd3c22ba266e90e0f2162ee811ee420143f4&scene=21#wechat_redirect)中，对建立[网络安全](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655127174&idx=3&sn=b0c84359114c49067f3728971b0f3233&chksm=bc859b698bf2127f130740c2ede1cf2f75fdf7c7d2dcaa4200f1055d9094c6b6d81b03b36fbc&scene=21#wechat_redirect)监测预警与应急处置制度专门列出一章作出规定，明确了发生[网络安全](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655127030&idx=3&sn=2adb039c3bf3066eb9ebe819fe2f3310&chksm=bc8598198bf2110fc9fd93ef57c9165eb6776a4da15d16fa810f7dd1d13222dfba6f98876135&scene=21#wechat_redirect)事件时，有关部门需要采取的措施。特别规定：因维护[国家安全](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655130361&idx=3&sn=be5a7e5a7f71e2e9634ad050543491ec&chksm=bc858f168bf206000444b22be09296ba2c25551c907e004b9c0541604f571dcb7bd791121f46&scene=21#wechat_redirect)和社会公共秩序，处置重大突发社会安全事件的需要，经国务院决定或者批准，可以在特定区域对网络通信采取限制等临时措施。 2017年6月1日实施的[《中华人民共和国网络安全法》](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655113238&idx=4&sn=7a6aeba5889cedfd8cd21ca949ce6dbb&chksm=bc864df98bf1c4efdc987d135c7571718de3351fdd3c22ba266e90e0f2162ee811ee420143f4&scene=21#wechat_redirect)中，[网络安全](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655126795&idx=1&sn=bba9fa628e171c9b90404b58b1d2edf0&chksm=bc8598e48bf211f29038ee1a02893a3544c4e0ab892b23f9b752f036afc26a0d89f949c1d58b&scene=21#wechat_redirect)事件出现15次，主要围绕[网络安全](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655129537&idx=3&sn=1c8a2b85ec3a063ce7a132992d32a3be&chksm=bc85922e8bf21b3810cf89c2dba2b7041b8a93bf3df7d28e4ac4a87791862e41bf791bc21304&scene=21#wechat_redirect)事件的技术措施，[网络安全](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655127981&idx=3&sn=b7c12830fa91574fb2e968b46fd268aa&chksm=bc8594428bf21d547f3a1de801ce9879e6e2f11ffb42b76bf25999023e6cbab9108e7db731ac&scene=21#wechat_redirect)事件应急预案，[网络安全](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655126580&idx=2&sn=d3867b0e449ae311936f1fc7f835e833&chksm=bc8599db8bf210cda1a108f7dddd6c7d4f5b6608d2f0b1c81fd58b9ec6a7b8c464c6d523c670&scene=21#wechat_redirect)事件的应对和协同配合，[网络安全](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655126756&idx=3&sn=bf4bd0ce3a8dea14b3648ccdaa01c24a&chksm=bc85990b8bf2101d074cbb5ec1465dbd8304a763e46247771dbf856ee888188b9064808b220c&scene=21#wechat_redirect)事件发生的可能性、影响范围和危害程度的分析，[网络安全](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655126610&idx=3&sn=e491908dbd39be5ec9f9f589575dcb9a&chksm=bc8599bd8bf210ab03cb24f3b363ea926d3eb75f64b9296c80bf223785e0090461200d685ee6&scene=21#wechat_redirect)事件的调查和评估，[网络安全](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655126563&idx=3&sn=14023df84f67afb48342aae5f5fe71f7&chksm=bc8599cc8bf210da3250510eb9d50c84270e15141f1eac9d3f98a726114f5d3e51263495ecf9&scene=21#wechat_redirect)事件的监督管理和整改，[网络安全](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655126536&idx=2&sn=39c4220685f09a248d786269d734f524&chksm=bc8599e78bf210f1dc14c61a61a3df29707dc40e245ea220752d07d28b9aeb3b63631678ef3c&scene=21#wechat_redirect)事件的应急处置，[网络安全](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655124760&idx=2&sn=96fb5d7fa9e05ea83b59cd7329fb4736&chksm=bc8660f78bf1e9e1acbd641806329c0233f135b238ef7a3395117a7aa455c2c59ffa555202eb&scene=21#wechat_redirect)事件分级，[网络安全](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655124515&idx=1&sn=d9a0d24ac2aad47f1662eea1f31888f5&chksm=bc8661cc8bf1e8da12d82d7003a4a739ec7073272cd40717f90589440d6769954764add4e6f4&scene=21#wechat_redirect)事件的违法处置给出。具体描述如下： ① 采取监测、记录网络运行状态、[网络安全](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655119080&idx=1&sn=e8a67becf0beaee1b28991146004d7f1&chksm=bc867b078bf1f211e0e8970e82daf29fe988fd92b8fe3ceb254928ac2bd8412b6d70ec9fbcb4&scene=21#wechat_redirect)事件的技术措施，并按照规定留存相关的网络日志不少于六个月。 ② 网络运营者应当制定[网络安全](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655120585&idx=2&sn=9622d3fd3041997ec13b8f8e385a717d&chksm=bc8671268bf1f830b295b492d4537709131dec78eb7e709d8a6b7d4bcbafd155c70245f182fb&scene=21#wechat_redirect)事件应急预案，并定期进行演练。 ③ 定期组织关键信息基础设施的运营者进行[网络安全](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655122652&idx=3&sn=91bcbe761ba3a43aaba6e2baff3fe115&chksm=bc8669338bf1e0255afc67cd98788fcad725929614adab283c07020eb8f4f38b763f2638fd88&scene=21#wechat_redirect)应急演练，提高应对[网络安全](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655123246&idx=2&sn=b6d7ebf74cc42effd3e182f1d8c8be7d&chksm=bc866ac18bf1e3d7b8bc01011010f9eb5d63d549c0b4240eec5ce253af959820f22ba1664443&scene=21#wechat_redirect)事件的水平和协同配合能力。 ④ 组织有关部门、机构和专业人员，对[网络安全](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655117873&idx=3&sn=0684d3d329d6a3a768a3abf4fbd95108&chksm=bc867fde8bf1f6c89ec71fdc25409d3926823130be1d6129d9af7a0e99eff970ddfaf1b0fea4&scene=21#wechat_redirect)风险信息进行分析评估，预测事件发生的可能性、影响范围和危害程度。 ⑤ 发生[网络安全](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655123280&idx=2&sn=5b74410ba850df493c4f6b25eaaf5949&chksm=bc866abf8bf1e3a9618460fd34890b93e8c39aa006c309bcdd9dbb3b6da14cfbb98cfbc76737&scene=21#wechat_redirect)事件，应当立即启动[网络安全](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655122949&idx=3&sn=7b2bbbafd5b98a54a2bcb9767dfe76a7&chksm=bc866bea8bf1e2fc893834f017bcac42fda4911e030f907885cd37f8945cdaa65cf80cd5b9ec&scene=21#wechat_redirect)事件应急预案，对[网络安全](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655122930&idx=2&sn=6ae000c62d02d2a598ba6409c03f1799&chksm=bc86681d8bf1e10bb1fb336335211e575580bd7a11d52f979ac22f0d147592b4f192531e8597&scene=21#wechat_redirect)事件进行调查和评估。 ⑥ 省级以上人民政府有关部门在履行[网络安全](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655123752&idx=2&sn=fca1381f7367446c6a9961af6ba472ca&chksm=bc8664c78bf1edd1da3cfbb98d2d1981e2ecad708a51fb801a9317c7c6692533946ebd8f5c45&scene=21#wechat_redirect)监督管理职责中，发现网络存在较大安全风险或者发生安全事件的，可以按照规定的权限和程序对该网络的运营者的法定代表人或者主要负责人进行约谈。 ⑦ 因[网络安全](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655122676&idx=3&sn=c9d18aa0308160750d12a7cf401c96f0&chksm=bc86691b8bf1e00daa2818adf362520dcc2feaf02993635cfc8c4b9d90cf09ae42332e9d14ff&scene=21#wechat_redirect)事件，发生突发事件或者生产安全事故的，应当依照《中华人民共和国突发事件应对法》、《中华人民共和国安全生产法》等有关法律、行政法规的规定处置。 ⑧ 因维护[国家安全](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655130361&idx=3&sn=be5a7e5a7f71e2e9634ad050543491ec&chksm=bc858f168bf206000444b22be09296ba2c25551c907e004b9c0541604f571dcb7bd791121f46&scene=21#wechat_redirect)和社会公共秩序，处置重大突发社会安全事件的需要，经国务院决定或者批准，可以在特定区域对网络通信采取限制等临时措施。 ⑨ 对[网络安全](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655123308&idx=3&sn=ecc901efd9a3b43729aac28ff1753d30&chksm=bc866a838bf1e3952b146eb2a2999dd338fa1bf152055d43d06247a10489b583f9cdfcb71bd4&scene=21#wechat_redirect)事件的应急处置与网络功能的恢复等，提供技术支持和协助。 ⑩[网络安全](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655122611&idx=2&sn=bb993bb93d561e689deae209b6897c27&chksm=bc86695c8bf1e04adf96ff5fb7595dfaccd2a4e04589be3a99bb2b8c83c8322ccf6fcaa8c83c&scene=21#wechat_redirect)事件应急预案应当按照事件发生后的危害程度、影响范围等因素对[网络安全](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655122825&idx=2&sn=eb975c759714577510cfe433e3f2d543&chksm=bc8668668bf1e170e77a62c74452828dc2c1d17d0821c0809f90694c4e2f1346eace6ddb802f&scene=21#wechat_redirect)事件进行分级，并规定相应的应急处置措施。 **三、国家突发公共事件总体应急预案** 2016年1月8日发布了《国家突发公共事件总体应急预案》（以下简称总体预案）。该总体预案是全国应急预案体系的总纲，是指导预防和处置各类突发公共事件的规范性文件。明确提出了应对各类突发公共事件的6条工作原则：以人为本，减少危害；居安思危，预防为主；统一领导，分级负责；依法规范，加强管理；快速反应，协同应对；依靠科技，提高素质。明确了各类突发公共事件分级分类和预案框架体系，规定了国务院应对特别重大突发公共事件的组织体系、工作机制等内容。总体预案主要内容如下： ① 突发公共事件主要分自然灾害、事故灾难、公共卫生事件、社会安全事件等4类。 ② 按照其性质、严重程度、可控性和影响范围等因素分成4级，特别重大的是Ⅰ级，重大的是Ⅱ级，较大的是Ⅲ级，一般的是Ⅳ级。 ③ 在总体预案中，依据突发公共事件可能造成的危害程度、紧急程度和发展态势，把预警级别分为4级，特别严重的是Ⅰ级，严重的是Ⅱ级，较重的是Ⅲ级，一般的是Ⅳ级，依次用红色、橙色、黄色和蓝色表示。 ④ 发生Ⅰ级或Ⅱ级突发公共事件应在4小时内报告国务院。 ⑤ 突发公共事件消息必须第一时间向社会发布。要做好受灾群众基本生活保障工作。 ⑥ 国务院是突发公共事件应急管理工作最高行政领导机构。 ⑦ 迟报、谎报、瞒报和漏报要追究责任。 同时，应急预案框架体系共分6个层次，分别明确责任归属。 ① 总体预案是管总的，是全国应急预案体系的总纲，适用于跨省级行政区域，或超出事发地省级人民政府处置能力的，或者需要由国务院负责处置的特别重大突发公共事件的应对工作。 ② 专项应急预案主要是国务院及其有关部门为应对某一类型或某几类型突发公共事件而制定的应急预案，由主管部门牵头会同相关部门组织实施。 ③ 部门应急预案由制定部门负责实施。 ④ 地方应急预案指的是省市（地）、县及其基层政权组织的应急预案，明确各地政府是处置发生在当地突发公共事件的责任主体。 ⑤ 企事业单位应急预案则确立了企事业单位是其内部发生的突发事件的责任主体。 ⑥ 除此之外，举办大型会展和文化体育等重大活动，主办单位也应当制定应急预案并报同级人民政府有关部门备案。 **四、突发事件应急预案管理办法** 2013年10月25日，国务院发布《国务院办公厅关于印发突发事件应急预案管理办法的通知》（国办发〔2013〕101 号，以下简称《办法》）。《办法》首次从国家层面明确了应急预案的概念，强调应急预案是各级人民政府及其部门、基层组织、企事业单位、社会团体等为了依法、迅速、科学、有序应对突发事件而预先制定的工作方案。 《办法》明确了应急预案管理要遵循统一规划、分类指导、分级负责、动态管理的原则，这也是首次在国家层面对应急预案的管理原则提出要求。 《办法》规范了应急预案的分类和内容。一是根据预案的不同种类界定应急预案的具体内容。对政府总体预案、专项和部门预案，以及单位和基层组织应急预案各自应规范的内容。二是根据预案的不同层级界定专项和部门预案的具体内容。比如，明确国务院及其部门应急预案重点规范国家层面应对行动，同时体现政策性和指导性；省级人民政府及其部门应急预案重点规范省级层面应对行动，同时体现指导性；市级和县级人民政府及其部门应急预案重点规范市级和县级层面应对行动，体现应急处置的主体职能；乡镇人民政府应急预案重点规范乡镇层面应对行动，体现先期处置特点。三是根据预案的不同任务界定有关应急预案的具体内容。比如，明确针对重要基础设施、生命线工程等重要目标物保护的应急预案，侧重明确风险隐患及防范措施、监测预警、信息报告、应急处置和紧急恢复等内容；针对重大活动保障制定的应急预案，侧重明确活动安全风险隐患及防范措施、监测预警、信息报告、应急处置、人员疏散撤离组织和路线等内容。 《办法》规范了应急预案的编制程序。要求各级人民政府应当针对本行政区域多发易发突发事件、主要风险等，制定本级政府及其部门应急预案编制规划，既能保证尽可能覆盖本行政区域可能发生的各类突发事件，不留空白，又能促进应急预案之间衔接，形成体系；要求预案制定牵头单位应当组成预案编制工作小组，吸收突发事件应对主要部门，共同开展应急预案编制工作，既能保证应急预案符合现行法制、体制，又有利于预案的衔接和执行到位。 《办法》明确“自然灾害、事故灾难、公共卫生类政府及其部门应急预案，应向社会公布”；“对需要公众广泛参与的非涉密的应急预案，编制单位应当充分利用[互联网](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655130656&idx=3&sn=5e24d5c1f45b3a4850ac2ff4623bbadf&chksm=bc8589cf8bf200d9034d12651182a30456e90e39577dbcfa6285e8755cccadc72fb2518960b7&scene=21#wechat_redirect)、广播、电视、报刊等多种媒体广泛宣传，制作通俗易懂、好记管用的宣传普及材料，向公众免费发放”。这对于进一步加强政府信息公开工作，保障公众的知情权、参与权、监督权，动员公众积极参与突发事件的应对工作有重要意义。**五、信息安全技术信息安全事件分类分级指南** 《[信息安全](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655116592&idx=2&sn=df57b27cda600a774797fe2078f39b63&chksm=bc8640df8bf1c9c9b585a709174065b2314918d5a87431eadaa7b77c8c5eaf48f2a53d1950c4&scene=21#wechat_redirect)技术[信息安全](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655121200&idx=3&sn=70e6e459976c8517916785fddb79ff87&chksm=bc8672df8bf1fbc95e6d988f697861726578ce17ed2b061e09d3623e462a5695f73b22ce46fb&scene=21#wechat_redirect)事件分类分级指南》（GB/Z20986—2007）主要对[信息安全](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655130876&idx=2&sn=2c51d36f799293a3613cd8952a18e142&chksm=bc8589138bf200056047b5276e7bc175fe828e178b30e194ba4b1d7afb17c7593e4037399013&scene=21#wechat_redirect)事件的基本概念、[信息安全](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655130851&idx=2&sn=1c24a2351e89c9b7653161a349cfc7b0&chksm=bc85890c8bf2001a87e60b19145bde4d5ae5f79f3223389fde458d0abc991cfe067719542517&scene=21#wechat_redirect)事件分类、[信息安全](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655130818&idx=2&sn=15253050c05ac88dcab8577b2b6c6931&chksm=bc85892d8bf2003b41c8e147568f3b7ace154bd610099f78dd8e73da9a4ffd064437264a41ce&scene=21#wechat_redirect)事件分级进行的规范化。 [信息安全](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655130933&idx=2&sn=00357cbfead2e990919eef6d81f0ff5e&chksm=bc8588da8bf201cc380c44c22942a4b8dfd2a3b7991c1b687a9ddc0d8a04b122dae9b4c0988b&scene=21#wechat_redirect)事件是指由于自然或者人为以及软硬件本身缺陷或故障的原因，对信息系统造成危害，或对社会造成负面影响的事件。 《[信息安全](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655130902&idx=2&sn=2c0c850c5250d66d6ffc0326ced183af&chksm=bc8588f98bf201ef924af15919f8a4543d06e982b2d85114fec9af0fc5a1eb69fb1cca935f5e&scene=21#wechat_redirect)技术[信息安全](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655130876&idx=2&sn=2c51d36f799293a3613cd8952a18e142&chksm=bc8589138bf200056047b5276e7bc175fe828e178b30e194ba4b1d7afb17c7593e4037399013&scene=21#wechat_redirect)事件分类分级指南》将安全事件分成 7 类，分别是有害程序事件、[网络攻击](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655126517&idx=3&sn=9aebb5885fd770004aa1ad413e7c2629&chksm=bc859e1a8bf2170c6f01aa98bec717f19009afd30bf327a673eea84c53356a0c87114d7712de&scene=21#wechat_redirect)事件、信息破坏事件、设备设施故障、灾害事件和其他[信息安全](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655116592&idx=2&sn=df57b27cda600a774797fe2078f39b63&chksm=bc8640df8bf1c9c9b585a709174065b2314918d5a87431eadaa7b77c8c5eaf48f2a53d1950c4&scene=21#wechat_redirect)事件。 《[信息安全](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655121200&idx=3&sn=70e6e459976c8517916785fddb79ff87&chksm=bc8672df8bf1fbc95e6d988f697861726578ce17ed2b061e09d3623e462a5695f73b22ce46fb&scene=21#wechat_redirect)技术[信息安全](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655130818&idx=2&sn=15253050c05ac88dcab8577b2b6c6931&chksm=bc85892d8bf2003b41c8e147568f3b7ace154bd610099f78dd8e73da9a4ffd064437264a41ce&scene=21#wechat_redirect)事件分类分级指南》同时将安全事件划分为 4 个等级，对[信息安全](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655130933&idx=2&sn=00357cbfead2e990919eef6d81f0ff5e&chksm=bc8588da8bf201cc380c44c22942a4b8dfd2a3b7991c1b687a9ddc0d8a04b122dae9b4c0988b&scene=21#wechat_redirect)事件的分级主要考虑3个要素：信息系统的重要程度、系统损失和社会影响。4个等级分别是特别重大事件（I级）、重大事件（Ⅱ级）、较大事件（Ⅲ级）和一般事件（Ⅳ级）。 **六、国家网络安全事件应急预案** 2017年6月，中央网信办公布了《国家[网络安全](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655122825&idx=3&sn=0a9385f356c99fe977ea08fa9114fe98&chksm=bc8668668bf1e1700d1a1d038aeab59b14f06ba2867ea0cd0a800b40e251ddd5dece045edff2&scene=21#wechat_redirect)事件应急预案》。习近平总书记指出，[网络安全](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655119716&idx=1&sn=43a598032c9d92911d8e398e544d9dd5&chksm=bc86748b8bf1fd9daf981615f54f9dc8b6b9ff85b8ee443f0ec0ee1b0c782451f617411356b7&scene=21#wechat_redirect)是动态的而不是静态的，是相对的而不是绝对的。维护[网络安全](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655122797&idx=2&sn=e654904054fedb23c4d1f977ce3133af&chksm=bc8668828bf1e19474d4cf2b8c0bea2a65fa4637cb0c4aeafb413b8ec1668150db868ee4a3d4&scene=21#wechat_redirect)必须“防患于未然”。制定《国家[网络安全](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655123489&idx=3&sn=8ce8539d6cb3a61eaef3e8cab1682eb8&chksm=bc8665ce8bf1ecd830477d216398d54eceae811b2a009f2dac7ea999b2c5822c14c37ae6c994&scene=21#wechat_redirect)事件应急预案》是[网络安全](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655123660&idx=2&sn=6a4a3f432f923b6a03c9e0e996d1e09f&chksm=bc8665238bf1ec3575efec08afde53c5e6594e0c697a545230e62b0f859d0a90dcc82a04a1d8&scene=21#wechat_redirect)的一项基础性工作，是落实国家《突发事件应对法》的需要，更是实施[《网络安全法》](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655129885&idx=2&sn=ea559039c6d9bd822bd88eb172acc2d6&chksm=bc858cf28bf205e49a1c10d91af94f1bf676a31022a55977326de1a37657958dc357e4bb0da6&scene=21#wechat_redirect)、加强国家[网络安全](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655122199&idx=2&sn=6d4602f797db3b3887d9a82c34b2728c&chksm=bc866ef88bf1e7eee317b9601fe7320e938a2c45b5bb0d1280eabda3beeb7ca04a22d361982b&scene=21#wechat_redirect)保障体系建设的本质要求。 [《网络安全法》](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655113238&idx=4&sn=7a6aeba5889cedfd8cd21ca949ce6dbb&chksm=bc864df98bf1c4efdc987d135c7571718de3351fdd3c22ba266e90e0f2162ee811ee420143f4&scene=21#wechat_redirect)第五十三条要求，国家网信部门协调有关部门建立健全[网络安全](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655122060&idx=3&sn=430f3ac5d4a2946fdf391ee9c07b0a13&chksm=bc866f638bf1e6758a9237a97ec3e782f1f074bace9fe04f5ffcaf0fbc2614e6fafef05239a0&scene=21#wechat_redirect)风险评估和应急工作机制，制定[网络安全](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655120216&idx=2&sn=9af0dfa8f7d4ada406c93bf8c0b2a491&chksm=bc8676b78bf1ffa15d203e98149e85a9a1a1a615753948d4c693e6809032cbeb4ef2f73ca9bb&scene=21#wechat_redirect)事件应急预案，并定期组织演练。这个预案指的便是《国家[网络安全](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655119657&idx=2&sn=09ca788a58243fd38074db66e209cac3&chksm=bc8674c68bf1fdd042f8e22683c6e43f33e1b37678f58d9e4bad3044c5bae6cc168d91aa9703&scene=21#wechat_redirect)事件应急预案》，[《网络安全法》](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655113238&idx=4&sn=7a6aeba5889cedfd8cd21ca949ce6dbb&chksm=bc864df98bf1c4efdc987d135c7571718de3351fdd3c22ba266e90e0f2162ee811ee420143f4&scene=21#wechat_redirect)授权国家网信部门牵头制定。同时，[《网络安全法》](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655129885&idx=2&sn=ea559039c6d9bd822bd88eb172acc2d6&chksm=bc858cf28bf205e49a1c10d91af94f1bf676a31022a55977326de1a37657958dc357e4bb0da6&scene=21#wechat_redirect)要求，网络运营者应当制定[网络安全](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655115776&idx=2&sn=6ab58843af7cc5c3b238357ff98d86f3&chksm=bc8647ef8bf1cef961f90499edf9e3c76ba21b247005f6d72faac054ac20a1812ad0abab0507&scene=21#wechat_redirect)事件应急预案；负责关键信息基础设施安全保护工作的部门应当制定本行业、本领域的[网络安全](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655122975&idx=2&sn=e79d901b1f08f53ade20a985ef6d0d4b&chksm=bc866bf08bf1e2e6cf580a9af0e9c320169d19359d0b6d1cd24d3dc7b9c2d8fcde13c342d68a&scene=21#wechat_redirect)事件应急预案。这些预案都要在《国家[网络安全](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655122451&idx=3&sn=c5d6ba640aeefca0a5d43bb913ad6a0b&chksm=bc8669fc8bf1e0eaa5c270c2eacca4336ee1d5696f086387da86e903c299ef1005d7fad06f8a&scene=21#wechat_redirect)事件应急预案》的总体框架下分别制定。 不仅如此，[《网络安全法》](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655113238&idx=4&sn=7a6aeba5889cedfd8cd21ca949ce6dbb&chksm=bc864df98bf1c4efdc987d135c7571718de3351fdd3c22ba266e90e0f2162ee811ee420143f4&scene=21#wechat_redirect)中若干处提到的有关“规定”也是指《国家[网络安全](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655122007&idx=3&sn=198f31bf33a287650b3e5f5007c17706&chksm=bc866fb88bf1e6ae021a9704c760cdd6599def43c5fdff3164821a06be3d09cc775a6e02cca9&scene=21#wechat_redirect)事件应急预案》。如第二十五条要求，在发生危害[网络安全](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655116342&idx=2&sn=d16eb7ea78f2feca14564dbd479a6e93&chksm=bc8641d98bf1c8cffe2a5eae8ed5c274d5c5f6d649da242946ccdb9ee9c488abdee2cbe90574&scene=21#wechat_redirect)的事件时，立即启动应急预案，采取相应的补救措施，并按照规定向有关主管部门报告；第五十一条要求，国家网信部门应当统筹协调有关部门加强[网络安全](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655122231&idx=3&sn=57f3acd6608aceda77cc67ed87383b3b&chksm=bc866ed88bf1e7cedfcc7786853506652034c8e32ed2e4460dcdbcbf472a787121cbc5fe2519&scene=21#wechat_redirect)[信息收集](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655121837&idx=3&sn=5de9bc3d681f51f4838c8a50e8b8333e&chksm=bc866c428bf1e554eff637e84ff349ec025850dea9cd0f9a7f16bcd1daa9fc5c7c5d5b92f955&scene=21#wechat_redirect)、分析和通报工作，按照规定统一发布[网络安全](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655129830&idx=2&sn=2c7d5789539ede043b24973e1a2567cd&chksm=bc858d098bf2041f03a6c03ffe6b755af216ffc7dbc62424bcfc4f1b62b259b600c8b1ea6642&scene=21#wechat_redirect)监测预警信息；第五十二条要求，负责[关键信息基础设施安全保护](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655130459&idx=2&sn=518d9c814d291ee6048e2a4f26511d78&chksm=bc858eb48bf207a28e5de83b97b328456f5d5bf4bbb2198c1118ae2b387b1ad43944d9ddd287&scene=21#wechat_redirect)工作的部门，应当按照规定报送[网络安全](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655129537&idx=3&sn=1c8a2b85ec3a063ce7a132992d32a3be&chksm=bc85922e8bf21b3810cf89c2dba2b7041b8a93bf3df7d28e4ac4a87791862e41bf791bc21304&scene=21#wechat_redirect)监测预警信息。《国家[网络安全](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655127981&idx=3&sn=b7c12830fa91574fb2e968b46fd268aa&chksm=bc8594428bf21d547f3a1de801ce9879e6e2f11ffb42b76bf25999023e6cbab9108e7db731ac&scene=21#wechat_redirect)事件应急预案》均对上述事项作出了规定。 我国的国家级[网络安全](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655127174&idx=3&sn=b0c84359114c49067f3728971b0f3233&chksm=bc859b698bf2127f130740c2ede1cf2f75fdf7c7d2dcaa4200f1055d9094c6b6d81b03b36fbc&scene=21#wechat_redirect)应急预案最早制定于 2008 年，即《国家[网络与信息安全](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655116592&idx=2&sn=df57b27cda600a774797fe2078f39b63&chksm=bc8640df8bf1c9c9b585a709174065b2314918d5a87431eadaa7b77c8c5eaf48f2a53d1950c4&scene=21#wechat_redirect)事件应急预案》，以国办名义印发。中央[网络安全](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655127030&idx=3&sn=2adb039c3bf3066eb9ebe819fe2f3310&chksm=bc8598198bf2110fc9fd93ef57c9165eb6776a4da15d16fa810f7dd1d13222dfba6f98876135&scene=21#wechat_redirect)和信息化领导小组成立后，结合实际情况对该预案进行了修订，但以上预案都没有对社会公开。[网络安全](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655126795&idx=1&sn=bba9fa628e171c9b90404b58b1d2edf0&chksm=bc8598e48bf211f29038ee1a02893a3544c4e0ab892b23f9b752f036afc26a0d89f949c1d58b&scene=21#wechat_redirect)是共同的而不是孤立的，此次将修订后的国家[网络安全](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655126780&idx=2&sn=bd7e095504ac73676f47655a533b05c6&chksm=bc8599138bf210055eb4ef0f013763d051cf5775b79a6fea5a1f81636dcd2a63e6e6205d9252&scene=21#wechat_redirect)应急预案公开印发，就是为了使全社会周知《国家[网络安全](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655126756&idx=3&sn=bf4bd0ce3a8dea14b3648ccdaa01c24a&chksm=bc85990b8bf2101d074cbb5ec1465dbd8304a763e46247771dbf856ee888188b9064808b220c&scene=21#wechat_redirect)事件应急预案》的内容，形成共同应对[网络安全](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655126610&idx=3&sn=e491908dbd39be5ec9f9f589575dcb9a&chksm=bc8599bd8bf210ab03cb24f3b363ea926d3eb75f64b9296c80bf223785e0090461200d685ee6&scene=21#wechat_redirect)重大事件的局面。同时，为了更好地指导各级各类[网络安全](http://mp.weixin.qq.com/s?__biz=MjM5OTk4MDE2MA==&mid=2655126536&idx=2&sn=39c4220685f09a248d786269d734f524&chksm=bc8599e78bf210f1dc14c61a61a3df29707dc40e245ea220752d07d28b9aeb3b63631678ef3c&scene=21#wechat_redirect)预案的制定，构建科学合理、有机统一的国家网络安全应急预案体系。 |